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Cladtek Group recognises that IT is an important and indeed essential part of our business. 
Cladtek IT policy is designed to ensure that the systems, software, and equipment used for the 
purposes of the business will meet the needs of the business, add value to the business, and 
assure business continuity through the protection of data and system integrity, and ensure 
responsible and legal use of Cladtek IT. 

The Use by all employees of Cladtek IT System, software, and hardware are governed by this 
policy. Cladtek's Employees shall follow below provision: 

1. Follow company procedures with respect to IT as may be applicable from time to time 

2. Use company IT System only for work purposes 

3. It is prohibited to download an extensive volume of data and/or video or music streaming 
without a strong work value. Do understand that a wide number of people use the 
available systems, hence usage must be reasonable and responsible in all circumstances 

4. Use the company email professionally. Remember that everything written in the email 
is retained 

5. Consider carefully any email that will be sent to clients and/or other third-party, bearing 
in mind that such email represents Cladtek and may have contractual and /or legal 
implications 

6. Do not use Cladtek email for personal matters or to express a personal opinion on any 
subject, and in particular, avoid making remarks of a personal nature about others in 
email 

7. Protect the integrity of Cladtek's information by ensuring viruses are not introduced, 
Cladtek's data/information is not made available to any third parties without the approval 
of the management, and password or access control of each employee is properly 
managed and discreetly retained to avoid any unauthorized access 

8. Only use equipment that has been authorized/approved to connect to the Cladtek 
network 

9. Do not install or use any software that is not properly licensed 

10. Do not install any unapproved or unauthorized IT Systems, software, or Hardware, without 
prior permission or approval from top management or Group IT Manager 

11. Ensure that all data generated for or on behalf of Cladtek is stored on an electronic data 
system/intranet server (data is not only stored on employees' work on computers) 

12. Do not intentionally or unintentionally damage or remove IT Asset facilities from 
hardware that has been given to the person receiving the IT Asset 

13. Every hardware must use licensed antivirus software that has been standardized by the 
company 

14. Any recording must be deleted when no longer required or when the retention period 
has expired 

15. Any meeting (virtual/conventional) recordings must be retained only for as long as 
required by law or regulation, or as required by the organization’s policies and procedures 




